# Security risk assessment report

| **Part 1: Select up to three hardening tools and methods to implement** | |
| --- | --- |
| Network access privileges, password policies and multi factor authentication | |
|

| **Part 2: Explain your recommendations** |
| --- |
| Network access privileges need to be set so limiting access so not everyone can just have all the access they want.  Then password policies need to be set because everyone is sharing passwords and it need to stay changing so there is no easy way in  Also there is no mfa witch is very important when it comes to making sure  Its not easy for someone to steal information |